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Change is the only constant, and changes to the audit profession continue in 
order to improve effectiveness and efficiency, as well as to adjust to 
changes in technology. We are no longer just process and system auditors—

rather, members of our profession are valued teammates, helping to drive continual 
improvement and manage risk. Management system standards such as ISO 9000–
based management systems are now viewed as starting points for organizational 
excellence. ASQ Audit Division members are no longer considered compliance 
police. Rather, our membership has evolved to meet the challenges of the new mil-
lennium, just as Norm Frank predicted in his Foreword to the second edition of this 
handbook. We are no longer just auditors—we are assessors, and our chosen dis-
cipline has grown to include advising management on best practices toward orga
nizational excellence. We are teachers in the true sense of the word.

Thank you does not begin to express my appreciation to the subject matter 
experts skilled in the audit profession that have grown the Body of Knowledge 
(BoK), working in tandem with the certification department of what is now known 
as ASQExcellence, and keeping it up to current expectations and in line with the 
current standards. This book reflects the latest revision to the BoK and has been 
edited to assure that the most recent auditing knowledge has been added. Teams 
of ASQ Certified Quality Auditors (CQAs), working on your behalf, volunteered 
long hours to ensure that the BoK, reflected herein, represents generally accepted, 
world-class audit practices. The editor and reviewers of this book spent many 
hours assuring the excellence of this new version was ready for release.

This book has become the text of choice for candidates sitting for ASQE’s CQA 
examination. The handbook is written such that it is the leading source of informa-
tion for the exam needed to attain the CQA credential. Please enjoy our latest edition 
and use the information to grow your expertise. As has been stated many times 
before, the professional path leading from compliance auditing to system assessing 
can take time and determination, but the rewards are worth the effort. I think you’ll 
find this book to be an invaluable resource to help you along that path.

—BJ Johnson, Chair, ASQ Audit Division

Foreword
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This handbook supports the Quality Auditor BoK, developed for the ASQ 
Certified Quality Auditor (CQA) program. The Quality Auditor BoK was 
last revised in 2012. The fourth edition of the handbook (2013) addressed 

new and expanded BoK topics, common auditing methods (quality, environmen-
tal, safety, and so on), and process auditing. The handbook is designed to pro-
vide practical guidance for system and process auditors. Practitioners in the field 
provided content, example audit situations, stories, and review comments as the 
handbook evolved.

In this fifth edition, many current topics have been expanded to reflect changes 
in auditing practices since 2012, with guidance from the recent 2017 update of 
ISO 19011. As CQA refresher courses are taught between updates to the BoK and 
associated handbook, areas in need of clarification and the occasional error in 
fact are identified. This fifth edition of the handbook is an attempt to capture 
all of those requested improvements. Some previous topics have been deleted, 
and several have been added. Topics remain written to promote the common ele
ments of all types of system and process audits (quality, environmental, safety, 
and health).

The text is aligned with the BoK for easy cross-referencing. We hope that use 
of this handbook will increase your understanding of the Quality Auditing BoK.

THE USE
This handbook can be used by new auditors to gain an understanding of audit-
ing. Experienced auditors will find it to be a useful reference. Audit managers 
and quality managers can use the handbook as a guide for leading their auditing 
programs. The handbook can also be used by trainers and educators as source 
material for teaching the fundamentals of auditing. It is not designed as a stand-
alone text to prepare for the ASQ CQA exam. As with all ASQ/ASQE certification 
activities, you are encouraged to work with your local ASQ section or ASQ’s Audit 
Division for preparation. The ASQ Certified Quality Auditor Handbook (previously 
The ASQ  Auditing Handbook), when used in conjunction with other published 
materials, is also appropriate for refresher courses, and we hope that trainers will 
use it in that manner.

The handbook contains information to support all aspects of the CQA BoK 
and is not limited to what new auditors need to know. Hence, the amount of mate-
rial in each part of the handbook is not directly proportional to exam emphasis. 
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The CQA exam is designed to test a candidate’s basic knowledge of quality audit-
ing. All the information in the handbook is important, but those preparing for the 
CQA exam should spend more time on their weakest areas and on those parts of 
the BoK receiving more emphasis on the exam. The number of questions and the 
percentage of CQA exam questions are indicated at the start of each part of the 
handbook.

THE CONTENTS
The handbook is organized to be in alignment with the CQA BoK. We have 
included the BoK at the back of the handbook as Appendix F. Since many concepts 
and practices of process and system auditing are still evolving, the BoK will con-
tinue to be revised from time to time. As changes to the BoK occur, the handbook 
will also be revised to remain current.

Terms and definitions are addressed throughout the text. Definitions are 
taken from ISO 19011:2018 and ISO 9000:2015, with definitions from the former 
superseding the latter. Definitions have undergone extensive peer review and are 
accepted worldwide. However, even the definitions of audit terms continue to 
evolve to meet the needs of the users of the standard.

The ASQ Certified Quality Auditor Handbook represents generally accepted 
audit practices for both internal and external applications. Thus, it may not depict 
the best practice for every situation.

The handbook uses generic terms to support broad principles. For clarity, 
specific industry examples and stories from CQAs are sometimes used to explain 
a topic from the BoK. The stories, depicted as sidebars, are a way for auditors 
to share their experiences. Industry examples incorporated into the text and pre-
sented in the appendices are not intended to be all-inclusive and representative of 
all industries. We are pleased to incorporate examples shared by audit practition
ers as a means to add value to the text. Needless to say, this work cannot address 
the most appropriate practice for every industry or organization.

In some cases, CQA information needs are the same as other certified profes-
sional needs. Several sections in Part V, “Quality Tools and Techniques,” are the 
same as similar sections for Certified Managers of Quality/Organizational Excel-
lence. All sections and chapters are clearly marked and referenced.

This publication, which describes audit methods and their application, is not 
intended to be used as a national or international standard, although it references 
many existing standards. The conventions for writing standards and the use of the 
term shall to mean a requirement and should to mean a guideline do not apply to 
The ASQ Certified Quality Auditor Handbook.

WHO WROTE IT
The CQAs who supplied information for the handbook represent a broad spec-
trum of organizations in the United States and around the world. More than 120 
individuals contributed material for the first, second, third, and fourth editions. 
Input from members and a number of published texts were also used to create 
and develop The ASQ Certified Quality Auditor Handbook. It represents internal 
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and external audits in a variety of product or service industries, regulated and 
nonregulated.

For each edition, a developmental editor gathered material to address the BoK 
topics and issued a manuscript to be reviewed by audit experts and practitioners 
in the field. Extensive peer review further strengthened the manuscript. The edi-
tor sorted, culled, augmented, and refined the manuscript to be turned over to the 
publisher.

WHY THE HANDBOOK?
The ASQ Audit Division sponsored the development of this handbook to promote 
the use of auditing as a management tool—our primary mission. We believe that 
the Audit Division’s members possess the greatest concentration of theoretical 
and practical auditing knowledge in the world. In The ASQ Certified Quality Audi-
tor Handbook, we have tried to give you the benefits of this collective expertise.

—Lance B. Coleman Sr., Editor
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This handbook is organized in the same way as the ASQExcellence (ASQE) 
Certified Quality Auditor BoK, starting with Part I and ending with Part V. 
This section was written as an overview of auditing to better prepare read-

ers for Part I of the handbook and is not meant to be an explanation of the BoK.
The word audit is associated with formal or methodical examining, reviewing, 

and investigating. Professional groups such as ASQ, ASQE, and the Institute of 
Internal Auditors (IIA) define preferred methods for conducting examinations and 
investigations (to audit). For product, process, and system audits, the Audit Divi-
sion of ASQ has developed the BoK for auditing. ASQE also certifies individuals 
who meet the criteria for Certified Quality Auditor (CQA), Certified Food Safety 
and Quality Auditor (CFSQA), and Certified Medical Devices Auditor (CMDA). 
This handbook explains the topics listed in the BoK issued by ASQE.

Auditing is a prescribed work practice or process. There is a preferred sequen-
tial order of activities that should be performed to conduct a proper audit. Part II 
of the BoK (“Audit Process”) follows the same preferred order. Audits must be 
prepared for (planning ahead), then performed (conducting the audit), the results 
reported (let everyone know what was found), and then the results responded to 
(feedback on what is going to happen next) by the organization that was audited. 
It is common to refer to these as phases of an audit: preparation, performance, 
report, and follow-up and closure. As with most service jobs, the outcome is influ-
enced by how the service provider performs the job. That is why Part  I of the 
handbook is about audit fundamentals, ethics, and conduct. Auditing is consid-
ered a profession; therefore, individual auditors need to know how to conduct 
themselves in a professional manner.

In the late 1980s, the Quality Auditing Technical Committee (now the Audit 
Division of ASQ) defined audit as

a planned, independent, and documented assessment to determine whether 
agreed-upon requirements are being met.

For now, let us think of a quality audit as an assessment to determine whether 
agreed-upon quality requirements are being met and will continue to be met 
(whereas an environmental audit may be related to environmental requirements, 
a financial audit related to financial or accounting requirements, and so on). A dis-
tinguishing attribute of an audit is objectivity. The individuals performing audits 
must be able to evaluate the area being audited in an objective and unbiased man-
ner. The degree of objectivity varies depending on the situation and type of audit 
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(purpose and scope). For example, auditors can audit within their own depart-
ment, but they cannot audit their own jobs.

There are several groupings or classifications of audits, depending on the rela-
tionships (external and internal), the need for objectivity, and the reason for the 
audit (verification of product, process, or system). In Figure I.1, the circle repre-
sents an organization. Outside the circle are the organization’s customer(s) and 
supplier(s). All organizations have customer-supplier relationships. Any audits 
done inside the circle are internal audits, and audits done outside the circle are 
external audits. We further classify the audits as first-, second-, or third-party 
audits based on relationships. First-party audits are ones within the organization 
itself (the same as internal audits or self-assessments) and are inside the circle. 
Second-party audits are audits of suppliers or of customers crossing into the circle 
to audit the organization (their supplier). Third-party audits are totally indepen
dent of the customer-supplier relationship and are off to the right in the diagram. 
Third-party audits may result in independent certification of a product or service, 
process, or system.

Auditors can focus the audit (examination and investigation) on different 
areas, depending on the needs. A product or service audit determines whether 
product or service requirements (tangible characteristics or attributes) are being 
met. The process audit determines whether process requirements (methods, pro-
cedures) are being met. A system audit determines whether system requirements 
(manual, policy, standards, regulations) are being met. The handbook discusses 
all types of audits, but most of the discussion is focused on system audits (being 
the most complex and having the greatest potential influence). A system can be 
thought of as a group of processes providing a product or service.

Figure I.1 ​ Types of audits.
Source: J.P. Russell & Associates training materials. Used with permission.
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When auditors are auditing, they are making observations and collecting evi-
dence (data). They are seeking to verify that requirements are being met. They do 
this by collecting hard evidence, not hearsay or promises. Evidence produced as a 
result of the activity may be tangible objects or records, or personal observations.

Auditors must be familiar with auditing techniques and the criteria they are 
auditing to. What auditors observe is not always straightforward or obvious, so 
they must be able to judge whether the intent (reason for the requirement) is being 
met or addressed. The audit evidence and the method of collecting the evidence 
form the basis of the audit report.

The primary participants needed for conducting an audit are the auditor, 
the auditee, and the client. The person conducting the audit is called the audi-
tor, lead auditor, or audit team leader. The organization being audited or investi-
gated is called the auditee. There is also a client, the person or organization that has 
requested the audit. Audits are conducted only when someone requests one; they 
do not happen by accident. There has to be a sponsor or client with the authority 
to call for an audit.

Any type of organization can be audited against a set of standard require-
ments. The organization can produce a product or provide a service, such as gov-
ernment agencies or retail stores. An organization can be audited against almost 
any type of standards or set of criteria. The criteria or standards can be govern-
ment regulations, ISO 9001 or ISO 14001 requirements, International Automotive 
Task Force (IATF) 16949, Malcolm Baldrige National Quality Award criteria, cus-
tomer requirements, and so on. If there is a set of rules, auditors can compare 
actual practice with the rules.

While auditors are comparing actual practice with the rules or standards 
(determining conformity or compliance to requirements), they may also observe 
that certain practices and trends are not in the best interest of the organization 
being audited. Hence, auditors may report compliance and noncompliance as 
well as areas that are not effective or areas that can be improved as input for man-
agement consideration. Auditors may also include best practices or good prac-
tices as part of an audit report so that they can be shared with other areas of the 
organization.

Findings are the results of the investigation. They may be reported as non-
conformities/conformities, findings, noncompliances/compliances, defects, con-
cerns, and so on. The audit results can include both positive and negative issues 
identified. It is important for everyone to agree on the terminology that will be 
used in the audit report.

Recently there has been more emphasis on looking beyond conducting the 
audit steps to the management of the audit process. It is important to understand 
the objectives of the audit function and the potential benefits to the organization. 
This understanding and clarification has resulted in some audit programs being 
strictly limited to auditing for compliance and other audit programs seeking infor-
mation about the effectiveness and efficiency of internal controls.

Auditing is a management tool used to verify that systems and processes are 
compliant/conformant, suitable to achieve objectives, and effective. For addi-
tional background information on auditing, continue to Part I.
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AUDITS ARE NOT INSPECTIONS
All too often the term audit is used to describe an inspection activity. Inspection is 
a tool to detect errors or defects before a product or service is approved for release 
or distribution. It is normally part of the manufacturing or service approval pro
cess. An organization may form a quality control department to manage and con-
duct the inspections.

In other cases, some organizations may use the word inspection to describe an 
audit. Audits conducted by the government (such as the U.S. Food and Drug Admin-
istration) may be described as inspections in regulatory documents. For the pur-
poses of this handbook, we will differentiate between audits and inspections on 
the basis of national and international standards such as the ISO 19011 guideline 
standard regarding management system audits.

As organization sectors (other than manufacturing) attempt to apply auditing 
principles, they may become frustrated due to some initial misunderstandings. 
One of these misunderstandings is the way they use the term audit. For example, 
in the insurance industry, claims (such as medical, property, and liability) are pro
cessed as a case file. This file contains the insured party’s claim, the evidence, the 
adjuster’s report, the offered compensation, the accepted compensation, and the 
closing statement. All this paperwork is subject to error and omission, so the man
agers will audit these case files before they are ultimately closed. Sometimes the 
audit is performed before a check is cut. In reality, this is an inspection and not an 
audit.

The general public associates quality with conducting an inspection. The 
irony is that using inspections to ensure quality has proved to be too costly and 
ineffective compared with using other quality tools and techniques.

For more information on the history of quality control and auditing, see 
Appendix E, “History of Quality Assurance and Auditing.”
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Part I
Auditing Fundamentals

[28 of the CQA Exam Questions or 19 percent]

Chapter 1	 Types of Quality Audits
Chapter 2	 Purpose and Scope of Audits
Chapter 3	 Criteria to Audit Against
Chapter 4	 Roles and Responsibilities of Audit 

Participants
Chapter 5	 Professional Conduct and Consequences 

for Auditors

The purpose of Part  I is to present audit purpose, scope, types, and criteria as 
well as auditor roles and responsibilities. The last chapter addresses professional 
conduct and consequences for auditors. Ethics affect professional conduct, and 
professional conduct affects liability and audit credibility.
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METHOD
An audit is a “systematic, independent, and documented process for obtaining 
audit evidence and evaluating it objectively to determine the extent to which 
audit criteria are fulfilled.”1 Several audit methods may be employed to achieve 
the audit purpose. There are three discrete types of audits: product or service, pro
cess, and system. However, other methods, such as a desk or document review 
audit, may be employed independently or in support of the three general types of 
audits. Some audits are named according to their purpose or scope. The scope of a 
department or function audit is a particular department or function. The purpose 
of a management audit relates to management interests such as assessment of area 
performance or efficiency.

Integrated Audit

An integrated audit (combined or joint) may be conducted by a few individuals or a 
larger team of auditors and can be employed with all types of audits. Included in 
this audit may be first-, second-, and third-party auditors. These types of audits are 
used to add depth, minimize bias, and reduce time to complete an audit.

Combined audits allow multiple auditors to divide into smaller groups (or work 
as individuals) to assess different management systems during the same audit—
quality, medical, environmental, automotive, and so on. Each auditor or audit team 
provides a report on their area of audit to the lead auditor.

Joint audits consist of two or more auditing organizations. Generally, a joint 
audit is done to mitigate risks of bias. To minimize bias, an external third-party 
auditing firm is included in the audit. All auditors will share auditing responsi-
bilities of the same system and provide a single report to the lead auditor.

Product or Service Audit

A product or service audit is an examination of a particular product or service (hard-
ware, processed material, software) to evaluate whether it conforms to require-
ments (that is, specifications, performance standards, and customer requirements). 
An audit performed on a particular service is called a service audit. Elements exam-
ined may include packaging, shipment preparation and protection, user instruc-
tions, product or service characteristics, product or service performance, and other 
customer requirements.

Chapter 1
Types of Quality Audits
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Product or service audits are conducted when a product or service is in a com-
pleted stage of production and has passed the final inspection. The auditor uses 
inspection techniques to evaluate the entire product and all aspects of the product 
characteristics. A product quality audit is the examination or test of a product that 
had been previously accepted or rejected for the characteristics being audited. It 
includes performing operational tests to the same requirements used by manu-
facturing, using the same test procedure, methods, and equipment. The product 
or service audit verifies conformity to specified standards of workmanship and 
performance. This audit can also measure the quality of the product or service 
going to the customer. The audit frequently includes an evaluation of packaging, 
an examination for cosmetics, and a check for proper documentation and acces-
sories. This may include verification of proper tags, stamps, process certifications, 
use of approved vendors, shipment preparation, and security. Product audits may 
be performed on safety equipment, environmental test equipment, or product to 
be sent to customers. They can be auditing a service or be the result of a service 
such as equipment maintenance.

A product audit is the examination of the form, fit, and function of a completed 
item after final inspection. It is technical; it may involve special (sometimes peri-
odic) examination, inspection, or testing of a product or service that previously 
passed final inspection and has been accepted for characteristics being audited 
to ensure that it has not degraded over time; and it can be customer oriented. 
The reference standard for a product quality audit is the product quality program 
and the product performance specification. One of its characteristics is a complete 
examination of a small sample of finished product. Sometimes a product audit 
includes the destructive test of sample product.2

A service audit is one type of product audit. For many services, an auditor can 
verify physical attributes of the service that was performed. For example: Was the 
label added? Is the area clean? Have records been completed? Are tools organized? 
For other services, there are few or no traces of the service that was performed and 
therefore it must be verified by a process audit—for example, tuning an engine, 
performing repairs, receiving education or training, and receiving some personal 
services (a haircut can be checked and verified but not a massage).

Process Audit

The process audit is performed to verify that processes are working within estab-
lished limits. “The process audit examines an activity to verify that the inputs, 
actions, and outputs are in accordance with defined requirements. The boundary 
(scope) of a process audit should be a single process, such as marking, stamping, 
cooking, coating, setting up, or installing. It is very focused and usually involves 
only one work crew.”3 A process audit covers only a portion of the total system 
and usually takes much less time than a system audit.

A process audit is verification by evaluation of an operation or method against 
predetermined instructions or standards to measure conformity to these standards 
and the effectiveness of the instructions. Such an audit may check conformance 
to defined requirements such as time, accuracy, temperature, pressure, composi-
tion, responsiveness, amperage, and component mixture. It may involve special 
processes such as heat treating, soldering, plating, encapsulation, welding, and 
nondestructive examination. A process audit examines the resources (equipment, 
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materials, people) applied to transform the inputs into outputs, the environment, 
the methods (procedures, instructions) followed, and the measures collected to 
determine process performance. A process audit checks the adequacy and effec-
tiveness of the process controls established by procedures, work instructions, 
flowcharts, and training and process specifications.

Auditors conducting process audits should naturally follow the process. The 
audit method of following process steps is a process audit technique. The process 
audit technique is an effective audit method and offers a good alternative to audit-
ing by clause element or department or function. System auditors may use pro
cess audit techniques to the extent possible when auditing a management system. 
While performing a process audit, it is sometimes useful to have a subject matter 
expert (SME) on that process be a part of or assist the audit team. Without subject 
matter expertise, the process audit team may not be able to probe deep enough on 
the “adequacy” expectation of the process under review.

System Audit

An audit conducted on a management system is called a system audit. It can be 
described as a documented activity performed to verify (by examination and eval-
uation of objective evidence) that applicable elements of the system are appropri-
ate and effective and that these elements have been developed, documented, and 
implemented in accordance and in conjunction with specified requirements.

A quality management system audit evaluates an existing organization through 
the quality program to determine its conformity to company policies, contract 
commitments, and regulatory requirements. It includes the preparation of formal 
plans and checklists that are based on established requirements, the evaluation of 
implementation of detailed activities within the organization, and the issuance of 
formal requests for corrective action where necessary.4 Similarly, an environmental 
system audit examines an environmental management system, a food safety system 
audit examines a food safety management system, and safety system audits examine 
the safety management system.

Criteria contained in the American Society of Mechanical Engineers (ASME) 
codes, nuclear regulations, good manufacturing practices, or International Organ
ization for Standardization (ISO) standards, for example, may describe a man-
agement system. Normally these descriptions state what must be done but do 
not specify how it must be done. The “how” is left up to the organization being 
audited. An auditor looks at the management systems that control all activities 
from the time an order comes into a company (that is, how the order is handled, 
processed, and passed on to operations, and what operations does in response to 
that order) through delivery of the goods; sometimes this even includes transpor-
tation to the site and other postdelivery activities.

A system audit looks at everything within the system (that is, the processes, 
products, services, and supporting groups such as purchasing, customer service, 
design engineering, order entry, waste management, and training). It encom-
passes all the systems of the facility that assist in providing an acceptable product 
that is safe and conforms to applicable local, regional, national, and international 
requirements.
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Desk Audit or Document Review

A desk audit or document review is an audit of an organization’s documents. It can 
be conducted at a desk as it does not involve interviewing people or observing 
activities. If auditing a new area, function, or organization, a desk audit must 
be conducted prior to a process or system audit to verify that documents meet 
requirements specified in the audit criteria or standards. The document review 
verifies that there is an adequately defined process or system prior to the full pro
cess or system audit. Findings from a desk audit or document review help ensure 
that audit program resources are used efficiently. It would be very costly if an 
audit team arrived to do a system audit, only to find out that the established sys-
tem was not adequate. Also, a desk audit or document review may be conducted 
periodically or when documents or processes are changed to verify the appropri-
ateness of the changes.

AUDITOR-AUDITEE RELATIONSHIP

First-, Second-, and Third-Party Audits

First-Party Audit

A first-party audit is performed within an organization to measure its strengths 
and weaknesses against its own procedures or methods and/or against external 
standards adopted by (voluntary) or imposed on (mandatory) the organization. A 
first-party audit is an internal audit conducted by auditors who are employed by 
the organization being audited but who have no vested interest in the audit results 
of the area being audited. The auditing management systems standard ISO 19011, 
paragraph 4e, states that the independence of the audit team members from the 
activities to be audited should be considered and that conflicts of interest when 
selecting audit team members should be avoided. Companies may have a sepa-
rate audit group consisting of full-time auditors, or the auditors may be trained 
employees from other areas of the company who perform audits as needed on a 
part-time basis in addition to their other duties. One of the benefits of using part-
time auditors is that the auditor learns the requirements by evaluating the objec-
tive evidence to determine conformity with the requirement beyond their normal 
work assignment.

In some cases, an organization may hire (outsource) an audit organization 
to conduct its internal audits. The benefits of hiring an external auditing organ
ization are that internal employees do not have to take time from their day-to-
day jobs, auditors may be more objective and impartial, and the organization may 
benefit from employing more experienced auditors. The downside of outsourcing 
is that contract auditors may not be familiar with company culture, strategic direc-
tion, employee concerns of the moment, and other factors that might impact audit 
results.

A multi-site company’s audit of another of its divisions or subsidiaries, 
whether it is local, national, or international, is often considered an internal audit. 
If, however, the other locations function primarily as suppliers to the main opera-
tion or location, audits of those sites would be considered second-party audits.
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Second-Party Audit

A second-party audit is an external audit performed on a supplier by a customer 
or by a contracted organization on behalf of a customer. A contract is in place, 
and the goods or services are being (or will be) delivered.5 Second-party audits 
are subject to the rules of contract law as they are providing contractual direction 
from the customer to the supplier. Second-party audits tend to be more formal 
than first-party audits because audit results could influence the customer’s pur-
chasing decisions. A survey, sometimes called an assessment or examination, is a 
comprehensive evaluation that analyzes such things as facilities, resources, eco-
nomic stability, technical capability, personnel, product or service capabilities, and 
past performance as well as the entire management system. In general, a survey is 
performed prior to the award of a contract to a prospective supplier to ensure that 
the proper capabilities, controls, and systems are in place. The scope of the survey 
may be limited to specified management systems, such as quality, environmental, 
or safety systems, or it may include the entire organization’s management system.

An auditor told of one case in which an organization 
wanted to acknowledge a supplier for the perfect 
product it had been receiving. However, during the 
award process, it was discovered that the supplier 
had absolutely no quality system in place! The sup-
plier was able to ship an acceptable product simply 
because its employees were good sorters.

Third-Party Audit

A third-party audit is performed by an audit organization independent of the 
customer-supplier relationship and is free of any conflict of interest. Indepen
dence of the audit organization is a key component of a third-party audit. Third-
party audits may result in certification, registration, recognition, an award, license 
approval, a citation, a fine, or a penalty issued by the third-party organization or 
an interested party. Third-party audits may be performed on behalf of an auditee’s 
potential customers who cannot afford to survey or audit external organizations 
themselves or who consider a third-party audit to be a more cost-effective alterna-
tive. Government representatives perform mandatory audits on regulated indus-
tries such as nuclear power stations, airlines, and medical device manufacturers to 
provide assurances of safety to the public.

Internal and External Audits

An audit may be classified as internal or external depending on the interrelation-
ships that exist among the participants. Internal audits are first-party audits while 
external audits can be either second- or third-party audits. Internal audits are audits 
of an organization’s product or service(s), processes, and systems conducted by 
employees of the organization. External audits are audits of an organization’s 
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product or service(s), processes, and systems conducted by individuals who are 
not employees of the organization. Figure 1.1 illustrates the classifications com-
monly used to differentiate between types of internal and external audits. The fig-
ure is provided as a guide to classifications, but there is no absolute rule because 
there are exceptions. The types of audits depicted in Figure 1.1 are not mutually 
exclusive. An audit can be a blend of the different types of audits. Third-party 
auditors (certification) could be joined by second-party auditors (customer audi-
tors), or internal auditors could be joined by external auditors (customer).

Classifications of audits

First-party 
audits

Third-party
audits

Second-party
audits

Internal audits External audits

Figure 1.1 ​ Classifications of audits.

PURPOSE
It is also common to refer to an audit according to its purpose or objectives. An 
auditor may specialize in types of audits based on the audit purpose, such as to 
verify compliance, conformity, or performance. Some audits have special adminis-
trative purposes, such as auditing documents, risk, or performance.

Another audit purpose is as a follow-up to a previous audit. A follow-up audit is 
conducted to verify closure of a previous audit finding. During a follow-up audit 
the auditor will verify the implementation of corrective and preventive (from risk-
based audits) actions (such as through a Corrective and Preventive Action [CAPA] 
process) to determine, through evidence, that corrective action was implemented 
and that the finding was effectively resolved. A follow-up audit may be either on-
site or at a desk, depending on the complexity and risk to the organization of the 
finding.

Certification Purposes

Companies in certain high-risk categories—such as toys, pressure vessels, eleva-
tors, gas appliances, and electrical and medical devices—wanting to do business 
in Europe must comply with Conformité Europeëne Mark (CE Mark) require-
ments. One way for organizations to comply is to have their management system 
certified by a third-party audit organization to international management system 
requirement criteria (such as ISO 9001).

Customers may suggest or require that their suppliers conform to ISO 9001, 
ISO 14001, safety criteria, and more. The  U.S. Federal Acquisition Regulations 
(FARs) 48 Code of Federal Regulations (CFR) 46.202-4 replaced references to gov-
ernment specifications with higher-level contract quality requirements. Cited 
higher-level contract quality requirements include ISO 9001, AS9100, ANSI/ASQ 
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E4, and ANSI/ASME NQA-1. However, this does not preclude other federal gov-
ernment entities, such as the Department of Energy (DOE) or the Department of 
Defense (DOD), from having additional requirements for the specific work they 
do (for example, nuclear facility standards/regulations such as Federal Register 10 
CFR 830 Subpart A). Many national standards have been canceled, and users have 
been referred to the U.S.-adopted ISO 9001 standard. A third-party audit normally 
results in the issuance of a certificate stating that the auditee organization manage-
ment system complies with the requirements of a pertinent standard or regulation.

Third-party audits for system certification should be performed by organ
izations that have been evaluated and accredited by an established accreditation 
board, such as the American National Standards Institute’s (ANSI’s) and Ameri-
can Society for Quality’s (ASQ’s) National Accreditation Board (ANAB). As the 
U.S. accreditation body for management systems, ANAB accredits certification 
bodies for ISO 9001, ISO 13485, ISO/IATF 16949 QMSs, and ISO 14001 EMSs as 
well as for several other conformity requirements standards.

What’s the difference between certification, regis-
tration, and accreditation?

The terms certification and registration are used 
interchangeably to refer to verifying the conformity 
of an organization’s management systems to a stan-
dard or other requirements. The term accreditation is 
used when validating or verifying the conformity of 
a certification body to the requirements of national 
and/or international criteria. Certification also refers 
to the process of validating and verifying the creden-
tials of individuals such as auditors.

A certification body, also known as a registrar, is 
a third-party company contracted to evaluate the con-
formity of an organization’s management system(s) to 
the requirements of the appropriate standard(s) and 
issue a certificate of conformity when warranted.6

Performance Versus Compliance/Conformity Audits

There has been increased emphasis on how audits can add value. Various authors 
use the following terms to describe an audit purpose beyond compliance and con-
formance: value-added assessments, management audits, added value auditing, and con-
tinual improvement assessment. The purpose of these audits goes beyond traditional 
compliance and conformity audits. The audit purpose relates to organization 
performance. Audits that determine compliance and conformity are not focused 
on good or poor performance. Yet performance is an important concern for most 
organizations.

A key difference between compliance/conformity audits and audits designed 
to promote improvement is the collection of audit evidence related to organization 
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performance versus evidence to verify conformity or compliance to a standard or 
procedure. An organization may conform to its procedures for taking orders, but 
if every order is subsequently changed two or three times, management may have 
cause for concern and want to rectify the inefficiency.

All types of audits—including first-, second-, and third-party audits for prod-
ucts or services, processes, and systems—can include a purpose to identify and 
report performance observations. However, audits with an objective to identify 
risks and opportunities for improvement are more likely to be first-party, process, 
or system audits.

If an organization’s audit program has an objective for audits to be a man-
agement tool for improvement, performance may be included in the audit pur-
pose. The mission of the American Society for Quality (ASQ) Audit Division is 
“to develop the expectations of the audit profession and auditors. To promote to 
stakeholders auditing as a management tool to achieve continuous improvement 
and to increase customer satisfaction.”

Follow-Up Audit

A product, process, or system audit may have findings that require correction or 
corrective action. Since most corrective actions cannot be performed at the time 
of the audit, the audit program manager may require a follow-up audit to verify 
that corrections were made and corrective actions were taken, if appropriate. Due 
to the high cost of a single-purpose follow-up audit, it is normally combined with 
the next scheduled audit of the area. However, this decision should be based on 
the importance and risk of the finding. An organization may not be willing to 
risk a fine due to a repeat sampling equipment failure or to risk sending cus-
tomers a nonconforming product or service. An organization may also conduct 
follow-up audits to verify preventive actions were taken as a result of perfor
mance issues that may be reported as opportunities for improvement. At other 
times, organizations may forward identified performance issues to management 
for follow-up.

COMMON ELEMENTS WITH OTHER AUDITS
Regardless of the scope of a system or process audit, they all have some common 
elements. ISO 19011:2018, paragraph 3.1, defines an audit as a “systematic, inde
pendent, and documented process for obtaining audit evidence [records, state-
ments of fact, or other information relevant to the audit criteria and verifiable] 
and evaluating it objectively to determine the extent to which audit criteria [set of 
policies, procedures, or requirements] are fulfilled.”

Audits can address almost any topic of interest where activities or outputs 
result from defined plans. The scope of the audit might be product or service 
quality; environmental, marketing, or promotional claims; financial results and 
statements; health and safety conditions; equal opportunity compliance; internal 
controls for operations (e.g., Sarbanes-Oxley); post-product or service sales and 
service with feedback for improvement; and the like. Basically, if an activity or 
status is subject to planning or reporting, it can be audited.
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The universality of auditing extends to most sectors 
of our society, including the American Civil Liberties 
Union, local building or fire inspectors, the Environ-
mental Protection Agency (EPA), the Occupational 
Safety and Health Administration (OSHA), union 
representatives, critical customers, and the Inter-
nal Revenue Service, to assess and report how well 
organizations are performing.

Audit-like inquiries that do not fulfill all the technical requirements of an 
audit (such as an audit plan or avoiding conflicts of interest) are known as an 
evaluation or an assessment. Commonly, evaluations are fairly subjective audit-like 
activities that compare current performance with some potential status, like theo-
retical capacity or capability of a system or process, for example. Evaluations are 
judgments. Similarly, assessments are activities that more closely align with the 
definition of an audit but lack satisfying some known and identified requirement. 
Assessments are estimates or determinations of significance or importance.

A common type of assessment is termed statutory 
and regulatory compliance audit. While the audi-
tors may be trained and informed in the relevant 
materials and documents, they need to be careful 
to avoid going beyond their competence in their 
reporting. For statutory issues, interpretation of laws 
is often required and can be viewed as the domain 
of lawyers who are members of the bar. Typically, 
determination of regulatory compliance lies solely 
in the domain of persons who are formally recog-
nized by the regulatory agency as being compe-
tent to interpret regulations developed by statutory 
authorities—for example, the Occupational Safety 
and Health Administration (OSHA), the Environ-
mental Protection Agency (EPA), the Department of 
Transportation, the Federal Aviation Administration 
(FAA), and the Food and Drug Administration (FDA). 
Auditors may be qualified as technical SMEs but lack 
appropriate recognitions by interested bodies.

The key concept is that audits, regardless of form or name, are processes. Pro
cesses consist of a set of resources (materials, labor, finance, and so on) called 
inputs that are being transformed through interactions to create outputs. Outputs 
of processes are typically not just the desired product or service but also the non-
conforming product or service, waste, pollution, and worn equipment or tooling. 
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In most cases, unless management specifically requests the associated negative or 
less positive results, only the desired positive outputs are emphasized, and man-
agement is provided with less than the total available data or information neces-
sary to manage the organization and avoid risks.

For the audit process, we have inputs of competent auditors; an authorizing, 
supportive client; cooperative auditee personnel; defined auditee plans and pro-
cedures for satisfying requirements and accomplishing objectives; an identified 
audit purpose and scope; reference documents; and appropriate administrative 
and infrastructure support. These inputs, along with a planned sequence of audit 
activities, provide an output of accumulated data that are transformed into use-
ful, actionable, information and presented to the auditee and the client in a formal 
report. Appropriate follow-up corrective or preventive actions are implemented 
to support improvements and mutual benefits.

Some common elements of audits include:

1.	 Purpose and scope: “Why are we doing this?” The answer will provide 
the purpose of the audit and lead to the proper scope (extent) of inquiry.

2.	 Document review: Documents are reviewed during the audit preparation 
phase to determine whether the auditee has developed a suitable 
(adequate and appropriate) set of comprehensive documents for the 
audited area or activities to satisfy all relevant goals and requirements.

3.	 Preparation for review: Details of who will be interviewed, at what 
location, and which aspects of the operations should be scheduled. Data 
collection plans are finalized.

4.	 On-site or remote data collection (the audit): Actual data collection 
activities may vary somewhat (for example, a shorter opening meeting) 
in internal and external audits due to the familiarity of auditor(s) and 
auditee; and auditor’s knowledge of auditee’s processes, product, ser
vices; and infrastructure. External audits are generally more formal. 
Collection of data, however, is the same for both internal and external 
audits.

5.	 Formal audit report: While most audit reports follow a prescribed 
format, sometimes the client (or an applicable standard) may require 
a unique format for the audit. Audit reports normally include an 
introduction, an overall summary, findings, and conclusions.

6.	 Audit follow-up: The auditee is responsible for implementation of 
the corrective action and its verification. An auditor may be assigned 
to perform a follow-up audit (an independent verification that the 
corrective action was implemented and effective).

The auditing community continues to move toward establishing common 
audit practices. ISO 19011 provides guidance on all management system audit 
types, such as quality, environmental, and occupational safety and health. The 
main differences among audits are the standards against which the organization 
is audited and the emphasis on certain techniques over others, depending on 
whether it is a quality, environmental, or safety audit.
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flowcharts and process mapping as, 225–230, 

227f–230f
guidelines as, 237–238
histograms as, 240–243, 241f–242f, 269, 270f
log sheets as, 239
overview of, 149t
Pareto charts as, 224–225, 224f
Plan-Do-Check/Study-Act as, 245, 246f
root cause analysis, 244–245, 246f
scatter diagrams as, 239–240, 241f
SIPOC analysis as, 247, 247f
statistical process control charts as, 231–236, 

231f, 233f–236f, 278
basic statistics, 267–276. See also probability; 

statistical process control (SPC) charts; 
statistical sampling

central tendency, measures of, 267–268
deductive or descriptive statistics, 267
dispersion, measures of, 234, 268–270, 269t, 270f
overview of, 267
patterns and trends, 272–276, 272f–274f, 

274t–275t, 276f
qualitative and quantitative analysis, 270–271

bell-shaped distributions, 242, 242f
benchmarking, defined, 221
benefits of audits, 18–19, 321
best practices. See also good practices

audit program management using, 201–203, 202f
benefits of audits including, 18
checklists or forms for, 201, 202f
communication of, 203
implementation of, 203
reports including, xvi, 203
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binomial distributions, 288
block sampling, 285, 286, 295t
Body of Knowledge (BoK), xiv, 327–336
breakthrough improvements, achieving, 279–281
bribery, 31, 38
business and financial impacts, 212–222

of added value auditing, 215
auditing as management tool, 212–215
auditors’ emerging role in, 221–222
of continual improvement, 212, 213–214
cost of quality programs measuring, 217–221
of interrelationships of business processes, 216, 

216f
of risk management, 214–215

cause-and-effect (C-E) diagrams, 225, 226f
c charts, 232
cellular operations, 265, 266f
cellular telephones

communication and presentation via, 162
digital cameras in, 163–164

CE Mark (Conformité Europeëne Mark), 7
central tendency, measures of, 267–268

mean, 267–268
median, 268
mode, 268

certification body
defined, 8
liability of, 41, 43
reporting to, 121

certifications
accreditations versus, 8
auditors’, xiv, 68, 146–147, 148t, 181, 183
corrective and preventive action lack 

endangering, 141
defined, 8
examination of, 70
illegal or unethical use of, 35
liability for granting/refusing, 41, 43
participants in audits for, 23
as purpose of audit, 7–8, 14, 16–17, 196
report recommendations on, 121
risk management to maintain, 207
from third-party audits, xv, 6, 8, 14, 63

Certified Internal Auditor, 146
Certified Quality Auditor (CQA)

audit plan identifying, 68
Body of Knowledge, xiv, 327–336
certification of, xiv, 183
competency requirements, 146, 148t
credibility of, 48

CFR (Code of Federal Regulations), 7–8, 56, 57
change control and configuration management, 

297–300
configuration management control in, 

298–299
defined, 297
document control in, 297
overview of, 297, 300
technology considerations for, 298

characteristics of auditors, 146–151
auditing skills as, 149t
communication skills as, 149t, 150
education and experience as, 146–147, 148t, 182
interpersonal skills as, 147, 149–150, 149t
overview of, 146
personal traits as, 150, 151t
quality tools and techniques knowledge as, 

147, 149t
checklists, audit

audit trail documentation including, 80
canned checklists, 78
checklist mentality with, 78
for data collection, 100–101, 237, 238f–240f
preparation and planning with, 76–78, 80

checklists, best practices, 201, 202f
check sheets, 237, 240f
clients

audit client, origins of term, 24
audit plans signed by, 87
closing meeting responsibilities of, 116
defined, xvi, 23, 24
examples of, 23–24
purpose and scope determined by, 16
reporting to, 126–127 (See also reporting, audit)
roles and responsibilities of, 25, 116

closing meetings
agenda for, 114
attendees of, list of, 114
audit plans including, 85
checklist providing information for, 77
communication and presentation of results in, 

112–113, 119, 164–165
defined, 112
extensive discussions or arguments in, 117
follow-up action discussion in, 113–114
logistics of, 73
minutes from, 114
in performance of audits, 112–116, 117
preparation and planning for, 58, 63, 64, 66, 77, 

81, 85
purpose of, 112
record of observations in, 81
records of, 114
resource requirements for, 63, 64
roles and responsibilities for, 66, 112, 114–116
scheduling of, in opening meeting, 99

closure. See follow-up and closure
cluster sampling, 285, 286, 295t
coaches, in audit teams, 174
Code of Federal Regulations (CFR), 7–8, 56, 57
codes of ethics

ASQ, 28, 29f, 311–312
defined, 28
IIA, 28, 30f, 316–318
for professional conduct, 28–29, 29f, 30f, 50, 

311–312, 316–318
coefficient of variation, 269
cognition, levels of, 336–337
comb distributions, 242f, 243
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combined audits, 2, 18
common cause variations, 231, 278–279, 280
communication and presentation, 159–165

auditor-auditee communication, 45–47, 49
auditors’ competencies in, 149t, 150, 159–165
of audit plans, 86–87, 87f, 95
of audit results, 112–113, 119, 164–165
of audit status to auditees, 92, 93
best practices in, 203
communication technology and, 127, 127f, 

160–164, 325
conflict resolution and avoidance with good, 

154–155
fair presentation in, 47
of logistical considerations, 94
in performance of audits, 86–87, 87f, 92, 93, 94, 

95, 112–113, 117, 160
in preparation and planning for audits,  

160
presentation techniques for, 164–165
rules for effective, 159–160

communication technology
audit software as, 162–163
cellular telephones as, 162
digital cameras as, 163–164
digital voice recorders as, 164
electronic device choices in, 162
electronic mail as, 160–161
information systems audits, 325
overview of, 160
remote (computer) access as, 164
for reporting, 127, 127f
software chat tools as, 161–162
video conferencing as, 164
voice mail as, 162

competencies, auditor. See auditor competencies
complaint procedures, 46–47
compliance/conformity

as benefits of audits, 18–19
checklists for, 80
compliance, defined, 313, 322, 323
conformance, defined, 313, 323
conformity, defined, 288, 313, 323
noncompliance or nonconformities vs. (See 

nonconformities)
participants in audits for, 24
penalties for lack of, 6, 9, 15, 17
policies for, 22
as purpose of audits, 8–9, 13–14, 15, 16–17, 

124–125, 212, 221, 322–323
reporting on, 110, 122–124, 123f
sampling standards for, 288
statutory and regulatory compliance audits 

for, 10
confidentiality

of audit records, 44, 131
closing meeting reminder of, 115
confidentiality agreements, 32
discussion and disclosure breaching, 33, 43
liability for breaching, 43

professional conduct for, 32–34, 41, 43, 44, 48, 
50, 181, 312, 317, 318

reporting maintaining, 44, 121
security and, 32, 34, 48
techniques to maintain, 33–34
trust developed with, 34

configuration management. See change control 
and configuration management

conflict resolution, 154–158
for audit team conflict, 156–158, 174
causes of conflict, 154–155
combating time-wasting techniques for, 

155–156, 157f
defusing antagonistic situations for, 155
managing difficult situations for, 155–156

conflicts of interest
auditor selection consideration of, 68
audit program management of, 178
corrective action participation by auditor as, 

136–137
professional conduct and, 29, 31, 34, 40–41, 50, 

181, 312
conformance, defined, 313, 323. See also 

compliance/conformity
Conformité Europeëne Mark (CE Mark), 7
conformity. See compliance/conformity
consumer risk, 292, 293f
continual improvement assessments. See also 

opportunities for improvement; process 
improvement techniques

audit program including, 213–214
business and financial impacts of, 212, 213–214
continuous improvement, defined, 213
performance audits as, 8, 125, 221
Plan-Do-Check/Study-Act for, 245, 246f

contracts
authority for audit in, 56–57
confidentiality agreements, 32
criteria or standards in, 22, 61, 62
right-of-access clauses in, 56

control charts. See statistical process control (SPC) 
charts

conversational interviewing technique, 166–167
coordinators, auditees’, 24
COQ. See cost of quality (COQ) programs
corrective and preventive actions, 133–143

business and financial impacts of, 213–214
closing meeting discussion of, 113
completion of, verification of, 139–140
continuous improvement with, 213–214
cost savings from, 191, 192f
criteria for, 134–135
defined, 133–144
effectiveness of, 139, 140
elements of, 133–135
extensions of, 135, 136, 143
follow-up audits to verify, 7, 9, 11, 113, 139
ineffective, follow-up on, 140–141
negotiation of, 136–138
on-the-spot, 143
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performance improvement from, evaluating, 
72, 187

prevention costs of, 218–219
problems commonly encountered in, 142–143
reporting on, 123, 124, 142
requests for, sample, 137f
reviewing performance history of, 72
review of, 135–136, 137f
timeliness of, 142
verification of, 7, 9, 11, 113, 138–140

correlation charts, 239–240, 241f
corroboration of information, 107–108, 169–171. 

See also verification and validation
cost

of audits, 190–191, 192f
of quality, 217–221

cost of quality (COQ) programs
activity-based costing in, 220–221
appraisal costs in, 218–219
business and financial impacts measured in, 

217–221
categorizing quality costs in, 217–219
establishing and tracking measurements in, 

219–220
external failure costs in, 218–219
initiation of, 219
institutionalization of, 220
internal failure costs in, 218
prevention costs in, 218–219
total cost of quality in, 218, 220

CQA. See Certified Quality Auditor
credibility of audits

audit function credibility and, 48–50
auditors’ communication with auditees and, 

45–47, 49
ethical behavior and, 47–48, 50
professional conduct and, 44–50

criteria or standards, 20–22. See also specific 
standards

audit basis as, 21
audit criteria, defined, 20
for auditors’ professional conduct, 44–45, 47–48
audit requirements and, 20–22
authority for audit for compliance with, 56, 57
for certifications, 7–8
for closure of audit, 141–142
compliance/conformity with (See compliance/

conformity)
in contracts, 22, 61, 62
for corrective and preventive actions, 134–135
in detailed documents, 21, 61
document control of, 297
establishing common, 11
international, national, or industry, 21, 57, 62, 

110, 221, 321
legal and regulatory, xvi, 4, 20–22, 61
in manuals, 21, 62
noncompliances/nonconformities not meeting, 

109–110
in objectives, 22

overview of, xvi
for performance, 21
in policies, 21, 22, 57, 62
preparation and planning identifying, 53, 61–62
in procedural documents, 21, 57, 62
for sampling, 80, 287–290, 295t
in specifications, 22, 62
for strategic planning links to audits, 192–193
for system audits, 4, 22, 313, 320
verification and validation of adherence to, 

301–302
Critical to Quality (CTQ) approach, 307, 309f
cultural competencies, 184, 200. See also social and 

cultural considerations
customers

criteria or standards of, xvi, 61, 62
second-party audits by, xv, xvf, 6, 61
SIPOC analysis of, 247, 247f

cyber security, 72–73, 115, 132
cycle-time reduction, 251–253

data
attribute, discrete, or counted, 232
collection of (See data collection)
outliers, 282–283
out of control, 234–236, 235f–236f
qualitative, 100, 270–271
quantitative, 100, 270–271
statistics from (See basic statistics)
variable, continuous, or measurement, 232, 

233f, 239–240, 241f
variations in (See variations)

databases, of best practices, 203
data collection. See also performance of audits

audit collection and analysis as, 99–107
checklists for, 100–101, 237, 238f–240f
as common element, 11
data collection plans for, 100–101
data patterns and trends evaluation after, 

104–105
document examinations after, 101–102
interviews for, 101, 105–107
objective evidence from, 107–111
observations as method of, 101, 103–104
physical examinations after, 103
of qualitative data, 100
of quantitative data, 100
sampling methods for, 284–296
sampling plans for, 79–80, 101, 284, 292
sampling risk with, 108, 205–206, 291–292, 

292f–293f
data systems, 274–275, 275t, 276f
Deming, W. Edwards

interrelationships of business processes, 216, 
216f

PDSA, 19, 245, 246f
sources and types of variation, 278–279, 280

department method, 83, 84t
Design Failure Mode and Effects Analysis 

(DFMEA), 303, 304–305
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Design Failure Mode Effects and Criticality 
Analysis (DFMECA), 303

desk audits, 5, 7. See also document reviews
detailed documents

audit-related, examination of, 70
criteria or standards in, 21, 61

DFMEA (Design Failure Mode and Effects 
Analysis), 303, 304–305

DFMECA (Design Failure Mode Effects and 
Criticality Analysis), 303

digital cameras, 163–164
digital voice recorders, 164
discovery, audit reports subject to, 43–44
discovery method, 83, 85t
discrete probability distributions, 288
dispersion, measures of, 268–270

coefficient of variation, 269
frequency distributions, 269, 269t, 270f
range, 234, 268
standard deviation, 234, 268–269

distributions
bell-shaped, 242, 242f
binomial, 288
central tendency measures for, 267–268
comb, 242f, 243
discrete probability, 288
double-peaked, 242f, 243
edge-peaked, 242f, 243
frequency, 269, 269t, 270f
hypergeometric, 288
isolated-peaked, 242f, 243
as patterns of variations, 240–243, 242f, 

267–269, 269t, 270f, 288
plateau, 242f, 243
Poisson, 288
skewed, 242f, 243
truncated, 242f, 243

DMAIC (define, measure, analyze, improve, 
control) model, 250–251

document control, 297
document reviews

audit collection and analysis using, 101–102
of audit-related documentation, 68–73
as common element, 11
defined, 5
forms for, sample, 343–348
reasons for, 101–102
verification and validation with, 301

documents. See also contracts; document reviews; 
forms; records

audit-related documentation, 68–73
cyber-security of, 72–73, 115, 132
examination of, 68–71
performance history review, 71–72
security of, 71, 72–73, 115, 131–132

audit trail documentation, 80
authority for audit in, 56
change control and configuration management 

of, 297
confidentiality of (See confidentiality)

defined, 101
detailed, 21, 61, 70
electronic, 69, 72–73, 102, 115, 127, 127f, 132, 298
final audit reports including, 130–132
procedural (See policies; procedural 

documents)
working papers as, 80, 195

double-peaked distributions, 242f, 243
due care

auditor selection for, 68
auditors’ professional standards for, 45, 47
auditors violating, 42f

eAudits
auditor competency requirements for, 147,  

149
closing meeting of, 115
communication technology for, 164
cyber security for, 115
follow-up audits as, 139
logistics of, 73–74, 75
opening meetings for, 95, 96
performance of, 95, 96
supplier audits as, 199

edge-peaked distributions, 242f, 243
education, auditors’

audit program management continuation of, 
181–185

competencies based on, 146–147, 148t
continuing education, 182–184
in international auditing, 184
performance appraisals as tool for, 184–185

effectiveness
of communication, rules for, 159–160
of corrective and preventive actions, 139, 140

ineffective vs., follow-up on, 140–141
defined, 125
performance and, 14, 221
policies for, 22
process, 125
of reporting, 128–130, 129t
system, 124–125

efficiency
performance and, 14
system, 125
time-management with, 152

electronic devices, choosing, 162. See also cellular 
telephones

electronic mail (e-mail) communication, 160–161
element audits, 17
element method, 83, 85t
environmental system audits

criteria or standards for, 22
defined, 4, 320
liability in, 41
purpose and scope of, 14, 324–325

escorts, auditees’
assignment of, 52
closing meeting attendance by, 112
defined, 24
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interview interference by, 170
interview question clarification by, 106
logistics role of, 75–76
performance of audits with, 94, 106, 112

ethics
auditor selection consideration of, 68
codes of ethics, 28–29, 29f, 30f, 50, 311–312, 

316–318
of confidentiality, 32–34, 41, 44, 48, 50, 181, 312, 

317, 318
conflicts of interest and, 29, 31, 34, 40–41, 50, 

68, 312
credibility of audits and, 47–48, 50
defined, 28
of due care, 47
of evidence-based approach, 48
of fair presentation, 47
of independence, 48
of integrity, 47, 311, 317
language and literacy considerations, 39–40
professional conduct and, 28–41, 44, 47–48, 50, 

181, 311–312, 316–318
social and cultural considerations, 38–39
unsafe, illegal, or unethical conditions/

activities breaching, 34–38, 36f, 41, 42f
Europe, CE Mark requirements in, 7
evaluations. See also assessments; examinations

audit program evaluation, 185–188, 186f, 188f, 
207–209, 208f

audits vs., 10
data patterns and trends evaluation, 104–105, 

272–276
defined, 10
performance evaluations

auditor, 184–185, 186, 186f
audit program, 185–188, 186f, 188f, 207–209, 

208f
audit service, 186, 186f
employee, 179
supplier, 200–201
value-added or improvement contributions, 

186–187, 186f
evidence. See objective evidence
evidence-based approach, 48
examinations. See also assessments; evaluations

defined, 6
document examinations, 68–71, 101–102  

(See also document reviews)
physical examinations, 103

Exemplar Global (formerly RABQSA) competency 
requirements, 146–147, 148t

exit meetings, 112–116. See also closing meetings
experience, auditors’, 146–147, 148t, 182
external audits

audit program management for, 188f, 196–201
confidentiality in, 43
corrective and preventive actions from, 124, 

134
data collection for, 11
defined, xv, xvf, 6–7

follow-up and closure of, 139, 141
interviews in, 106
opening meetings for, 96
participants in, 23–24
pattern and trend analysis in, 272
performance of, 96, 106
procurement department role in, 197–199
reporting on, 124, 126
risk management via, 199–200
second-party audits as, 6, 7f (See also  

second-party audits)
third-party audits as, 6, 7f (See also third-party 

audits)
external failure costs, 218–219

facilitators, in audit teams, 174
Failure Mode and Effects Analysis (FMEA), 303, 

304–307, 308f, 309
fair presentation, 47
False Claims Act (1863), 37
Federal Acquisition Regulations, Code of Federal 

Regulations, 7–8, 56, 57
feedback form, auditor, 351
fieldwork. See performance of audits
findings, 109–110, 320. See also nonconformities
fines and penalties, 6, 9, 15, 17
first-party audits

closing meetings of, 113
corrective and preventive actions from, 137f
defined, xv, xvf, 5
discussion of auditees’ concerns for, 94
integrated audits as, 2
as internal audits, 5, 7f
performance audits as, 9
performance of, 94, 113
preparation and planning for, 51, 58
purpose and scope of, 14, 15, 58
reporting on, 122, 129

fishbone diagrams, 225, 226f
Five S (seiri, seiton, seiso, seiketsu, shitsuke), 253,  

255
five whys, 245, 246f
flowcharts. See also process flow diagrams

activity sequence flowcharts, 228f
as basic quality and problem-solving tools, 

225–230, 227f–230f
common symbols on, 227, 227f
for data collection, 100–101
defined, 225
examination of, 70
language and literacy barriers overcome with, 39
matrix flowcharts or Swimlane diagrams,  

229f
process approach to auditing using, 4, 82, 227, 

228f–229f, 230
product or service line audit, 362–363
requirements to audit against in, 62
top-down flowcharts, 229f

FMEA (Failure Mode and Effects Analysis), 303, 
304–307, 308f, 309
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follow-up and closure, 133–143
closing meeting discussion of, 113–114
closure of audit, 141–142
corrective and preventive actions in, 133–143

elements of, 133–135
ineffective, follow-up on, 140–141
negotiation of, 136–138
problems commonly encountered in, 142–143
review of, 135–136, 137f
timeliness of, 142
tracking and reporting of, 142
verification of, 7, 9, 11, 113, 138–140

follow-up audits for, 7, 9, 11, 17, 113, 139
overview of, 133
problems commonly encountered in, 142–143
timeliness of, 142

food safety system audits, 4, 321
forming, as stage of team development, 175, 175f
forms

audit-related, examination of, 70, 101
best practices, 201, 202f
procedures for control of, 195
reporting with, 123–124
third-party audit, example, 343–351

frequency distributions, 269, 269t, 270f

gifts to auditors, 31, 38–39
glossary, 371–374
good practices. See also best practices

audit program management using, 201
criteria or standards, 4, 22
purpose and scope of audits for meeting, 16
reports including, xvi
verification and validation in, 301

government
gag orders for employees of, 37
laws and regulations (See laws; regulations)
third-party audits by, 6, 17, 51

grievance procedures, 46–47
group interviews, 167–168
guidelines

as basic quality and problem-solving tools, 
237–238

configuration management, 299
examination of, in audit collection and 

analysis, 101
preparation and planning using, 78–79
for SMEs and technical specialists, 314–315

haphazard sampling, 284–285, 286, 295t
hazard analysis and critical control point 

(HACCP), 307, 309–310
high-risk audits, 323
histograms, 240–243, 241f–242f, 269, 270f
horizontal audits, 195
hypergeometric distributions, 288
hypothesis testing, 291

IAF (International Accreditation Forum), 63
IIA. See Institute of Internal Auditors

illegal conditions or activities
bribery as, 31, 38
liability for auditors’, 41, 42f
professional conduct with discovery of, 34–38, 36f

independence of auditors
auditor selection and, 67–68
in first-party audits, 5
in internal audits, 189
as professional standard, 45, 48
recommendations in reports jeopardizing, 124
reporting restrictions hampering, 126
in third-party audits, xv, xvf, 6

information systems audits, 325
inspections

appraisal costs of, 218–219
audits vs., xvii, 320
defined, 320

Institute of Internal Auditors (IIA)
auditor competency requirements, 146, 148t
Certified Internal Auditor, 146
code of ethics, 28, 30f, 316–318
Internal Auditing: Principles and Techniques, 270
Professional Practices Framework, 316
quantitative data sources, 270–271
reporting requirements of, 129–130
Standards for the Professional Practice of Internal 

Auditing, 44–45
integrated audits, 2, 18
integrity, auditors’, 47, 311, 317
Internal Auditing: Principles and Techniques (IIA), 

270
internal audits

audit function credibility for, 48–50
auditor selection for, 67–68
audit plans for, 87
audit program administration for, 193–195, 194f
audit program management for, 179, 180, 181, 

188f, 189–196, 192f–194f
audit records from subject to discovery, 44
audit schedules for, 195–196
checklists for, 238f
confidentiality in, 41, 43–44
conflicts of interest in, 31, 40–41
corrective and preventive actions from, 124, 134
cost savings from, 191, 192f
costs of, 190–191, 192f
criteria or standards for, 61–62, 192–193, 221
data collection for, 11
defined, xv, xvf, 6–7, 316
first-party audits as, 5, 7f (See also first-party 

audits)
follow-up and closure of, 139, 141
increased opportunities from, 192
independence of auditors in, 189
interviews in, 106
long-term audit planning for, 192–193, 193f
management of department handling, 45
objectives of, 190–191
opening meetings for, 96
participants in, 24
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pattern and trend analysis in, 272
performance of, 96, 106
preparation and planning for, 51, 67–68, 72, 87, 

192–193, 193f
procedural documents for, 193–195, 194f
professional conduct in, 31, 35, 40–41, 43–45, 

48–50, 316–318
quantitative data sources for, 270–271
reporting on, 123, 124, 126, 352–361
reviewing performance history for, 72
scope of, expanding, 60
strategic plans linked to, 191–193, 192f–193f
types of, 196
unsafe conditions or activities discovery in, 35

internal failure costs, 218–219
International Accreditation Forum (IAF), 63
international auditing, 184
International Automotive Task Force 16949. See 

ISO/IATF 16949 standards
International Organization for Standardization 

(ISO), 4. See also specific ISO standards
interpersonal skills, auditors’, 147, 149–150, 149t
interrelationships of business processes, 216, 216f
interviewing techniques, 166–171

with answering for the auditee concerns, 170
conversational process as, 166–167
corroboration of information as, 169–171
for group interviews, 167–168
leading question avoidance as, 167
open-ended questions as, 166–167, 168f
overview of, 166
performance of audits using, 105–107
potential problems hampering, 169–171
with rambling or irrelevant information, 171
with steering the auditor attempts, 169–170
with “too busy” response, 170
translator use as, 168

interviews
answering for the auditee in, 170
data collection via, 101, 105–107
interviewing, defined, 105
interviewing techniques for, 105–107, 166–171
key personnel absence or unavailability for, 170
note-taking in, 106
rambling or irrelevant information in, 171
schedule of, 68
steering the auditor in, 169–170
time-wasting in, 157f, 169
“too busy” response to request for, 170
verification and validation with, 169–171, 301

Ishikawa diagrams, 225, 226f
ISO (International Organization for 

Standardization), 4. See also specific ISO 
standards

ISO 9000 standards
audit criteria, defined, 20
conformity, nonconformity, defined in, 313, 323
corrective and preventive actions in, 134
criteria or standards, 313
effectiveness, defined in, 125

quality, defined in, 319
risk, defined in, 303
verification and validation in, 301–302

ISO 9001 standards
audit checklist questions from, 78
auditor competencies with, 67
authority for audit in, 56, 57
certifications for meeting, 7–8
checklists based on, 238f
criteria or standards, xvi, 21, 22, 62, 221, 313, 320
ISO 9001 plus or minus audits, 22, 200
purpose and scope of audits for meeting, 14, 

16–17, 58, 59
supplier compliance with, 200
verification and validation in, 301

ISO 9004 standards, 221, 313
ISO 10011 standards, 321
ISO 13485 standards

certifications for meeting, 8
criteria or standards, 22, 62
supplier compliance with, 200

ISO 14001 standards
audit checklist questions from, 78
auditor competencies with, 67
authority for audit in, 56
certifications for meeting, 7–8
criteria or standards, xvi, 21, 62
purpose and scope of audits for meeting, 16, 

58, 59
ISO 14971 standards, 204–205
ISO 15489 standards, 102
ISO 19011 standards

audit, defined in, 9, 301
audit criteria, defined in, 20
audit evidence in, 107, 110–111
auditor competency requirements in, 147, 

149–150, 151t
auditor selection criteria in, 68
audit plans in, 205
audit status communication in, 93
audits vs. inspections in, xvii
audit team management in, 92, 93
common audit practices based on, 11
corrective and preventive actions in, 139
criteria or standards, 20, 61, 221, 313, 321
ethical, professional conduct in, 47–48
follow-up and closure in, 133, 139
independence of auditors in, 5
opening meetings in, 95
for performance of audits, 92, 93, 95, 107, 

110–111, 205
for preparation and planning, 53–54, 61, 68
reporting requirements in, 128, 130
for risk management, 205, 207–209
scope, defined in, 17

ISO 22000 standards, 206
ISO 31000 standards, 204–205, 208
ISO/IATF 16949 standards

certifications for meeting, 8
criteria or standards, xvi, 61, 62
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purpose and scope of audits for meeting, 14, 17
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attribute data on, 232
as basic quality and problem-solving tools, 

231–236, 231f, 233f–236f, 278
c charts as, 232
interpretation of, 233–236, 235f–236f
nonconformities on, 232–233, 234f
np charts as, 232
out of control data on, 234–236, 235f–236f
p charts as, 232
R (range) charts as, 232, 233f
Shewhart charts as, 234–236, 278
u charts as, 232–233, 234f
variable data on, 232, 233f
variations distinguished on, 231, 231f, 234, 278
X (average) charts as, 232, 233f

statistical sampling, 287, 288, 293, 295t
statistics. See basic statistics; probability
statutory and regulatory compliance audits, 10
storming, as stage of team development, 175, 175f
strategic plans, and internal audit program, 

191–193, 192f–193f
structural variations, 279
subject matter experts (SMEs)

assessments by, 10
auditor selection from, 67–68
corrective and preventive action plan 

participation of, 137
guide for, 314–315
performance of audits with, 94
process audits requiring, 4

suitability, 125. See also effectiveness
supplier-input-process-output-customer (SIPOC) 

analysis, 247, 247f

suppliers
administrative and legal requirements for, 

197–198
auditors’ communication with, 46
audit program management for auditing, 

196–201
confidentiality agreements with, 32
criteria or standards for, 22
first-tier suppliers, 196–197
illegal or unethical conditions/activities by, 35, 

37, 38
kanban pulling product or service from, 263
logistical requirements for, 197–199
participants in audits of, 23–24
performance management and evaluation of, 

200–201
process requirements for, 197–198
procurement department and, 197–199
purpose and scope of audits of, 14, 16
risk management with, 199–200
second-party audits of, xv, xvf, 6, 14, 16, 22, 

121–122, 180
second-tier suppliers, 197
selection of, 198–199
SIPOC analysis of, 247, 247f
technical requirements for, 197–198
third-tier suppliers, 197

surveys, 6. See also assessments
system audits

auditing strategies for, 82, 84t
auditor competencies for, 67, 159
benefits of, 19
business and financial impacts of, 212
for certifications, 8
closing meetings of, 113
communication and presentation for, 159
corrective and preventive actions from, 124, 134
criteria or standards for, 4, 22, 313, 320
defined, 4, 320
environmental system audits as, 4, 14, 22, 41, 

320, 324–325
focus of, xv
follow-up audits to, 9
food safety system audits as, 4, 321
interrelationships of business processes in, 216
liability in, 41
performance audits as, 9, 124–125, 221
performance of, 99, 113
preparation and planning for, 59, 67, 82, 84t
professional conduct in, 45
purpose and scope of, 9, 13–14, 17–18, 59, 125, 

323, 324–326
quality management system audits as, 4, 22, 41, 

216, 313, 320, 323
reporting on, 122, 124–125, 129
for risk management, 206
safety system audits as, 4, 14, 22, 321, 324–326
system, defined, xv, 59, 124
of system effectiveness, 124–125

systemic sampling, 287, 293, 295t
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takt time, 264, 264f
team dynamics, 172–176. See also audit teams

audit team selection and, 68
facilitation techniques in, 174
roles and responsibilities in, 173–174
stages of team development in, 175–176, 175f
team building and, 172–174

team leader. See lead auditor or team leader
technical specialists

corrective and preventive action plan review 
by, 135

guide for, 314–315
supplier audits requiring, 200

technology
change control and configuration management 

affected by, 298
communication technology, 127, 127f, 160–164, 

325
eAudits using, 73–74, 75, 95, 96, 115, 139, 147, 

149, 164, 199
electronic documents and, 69, 72–73, 102, 115, 

127, 127f, 132, 298
information systems audits, 325
software, 161–163, 227

third-party audits
audit plans for, 87, 343–344
for certifications, xv, 6, 8, 14, 63
closing meetings of, 113
corrective and preventive actions from, 141
defined, xv, xvf, 6
discussion of auditees’ concerns for, 93
as external audits, 6, 7f
integrated audits as, 2
organization forms, 343–351
performance audits as, 9
performance of, 93, 113
preparation and planning for, 51, 58, 63, 72, 87
purpose and scope of, 14, 16–17, 58
regulatory audits as, 6, 14, 51
reporting on, 121, 129
resource requirements for, 63
reviewing performance history for, 72
unsafe, illegal, or unethical conditions/

activities discovery in, 37
time

audit program schedule management, 195–196, 
337–342

audit schedule (See audit schedules)
combating time-wasting techniques, 155–156, 

157f, 169
cycle-time reduction, 251–253
just-in-time, 264
setup/changeover time reduction, 260–261
takt time, 264, 264f
timeliness of follow-up and closure, 142
time-management skills, auditors’, 152–153, 

173
timing of audit report submission, 119
travel time, resources required based on, 64

TL 9000 standards, 17, 21

tools and techniques. See quality tools and 
techniques

total productive maintenance (TPM), 261–262
total quality management (TQM), 319, 320
tours, 76, 98, 156
Toyota Production System, 251, 252, 253. See also 

Lean
TPM (total productive maintenance), 261–262
TQM (total quality management), 319, 320
tracing, 81–82, 84t, 102
training, auditors’

audit program management of, 181–185
competencies based on, 146–147, 148t
continuing education and, 182–184
in international auditing, 184
performance appraisals as tool for, 184–185

translators, in interviews, 168
travel

logistics related to, 73, 74, 199
travel time, resources required based on, 64

truncated distributions, 242f, 243
trust, building, 34
Type 1 errors, 291, 292f
Type II errors, 292, 293f

u charts, 232–233, 234f
unsafe conditions or activities

professional conduct with discovery of, 34–35, 
36f, 37

risk management of, 207

value-added assessments
in audit program evaluation, 186–187, 186f
business and financial impacts of, 215
performance audits as, 8, 125

value stream mapping (VSM), 253, 254f
variable data

scatter diagrams plotting correlation of, 
239–240, 241f

SPC charts plotting, 232, 233f
variations

breakthrough improvements with controlled, 
279–281

coefficient of variation, 269
common cause variations, 231, 278–279, 280
dispersion measures of, 234, 268–270, 269t,  

270f
distributions as patterns of (See distributions)
factors affecting, 277–278
histograms summarizing, 240–243, 241f–242f, 

269, 270f
moving range of, 234
process variation, 277–283
range of, 234, 268
SPC charts distinguishing, 231, 231f, 234, 278
special cause variations, 231, 279, 280, 282
standard deviation of, 234, 268–269
structural variations, 279
types of, 278–279
variance, defined, 269
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verification and validation, 301–302. See also 
corroboration of information

vertical audits, 195
video conferencing, 164
violations, penalties for, 6, 9, 15, 17
visual management, 255
voice mail, 162. See also digital voice recorders
VSM (value stream mapping), 253, 254f

waste reduction, 255–258
Western Electric Company Rules (WECO rules), 

234–236, 235f
whistleblower laws, 36–37, 36f
Whistleblower Protection Act (1989), 37
working papers, 80, 195

X (average) charts, 232, 233f




