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Quality 101 Session Two (2:30 ï4:45 pm)

Agenda

ÅSupplier Quality Process

ï2:30 ï2:55  Risk Identification and Mitigation

ï2:55 ï3:05  Supplier Evaluation

ï3:05 ï3:10  Supplier Approval and Selection

ï3:10 ï3:25  Supplier Quality/Mission Assurance Requirements

ÅActivity 3:25 ï3:30

ÅSupplier Quality Execution

ï3:30 ï3:45  Supplier Oversight 

ï3:45 ï3:50  Supplier Ratings - Scorecard

ï3:50 ï4:05  Actions for Non-conformance - Root Cause Corrective Action  

ÅActivity 4:05 ï4:40

ÅSummary and Resources 4:40 ï4:45
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Supplier Quality Process
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Supplier Quality Process

Closed Loop System of Checks and Balances Manages Risk

Managing 

Supplier 

Risk
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Managing the Risk of External Providers

ÅPeriodic reviews of supplier performance including process, 

products, services conformity, on-time delivery performance 

ïReviews types include Metrics for Supplier, Readiness Reviews and 

Discrepancy Reviews during Qual/ATP 

ÅProduct acceptance ïinspections 

ÅSupplier Ratings 

ïRegister of suppliers ïapproved, conditional, disapproved

ÅActions for non-conformances ïRoot Cause/Corrective Action 
Reference: AS 9100D 8.4 Control of Externally Provided Processes, Product and Services
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ÅPre-Award Evaluation

ÅSource Selection, approval status, controlled use, 

Scope of approval ïproduct type 

ÅPurchase Order Coding for Quality Requirements 



Risk Identification and Mitigation
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Managing Supplier Risk

ÅWhy perform a risk assessment of suppliers

ÅWhat is the risk management process

ÅWhat are sources of supplier risk

ÅHow to assess risk

ÅHow to manage risk

ÅMapping risk potential to mitigation strategies
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Why Perform a Risk Assessment of Suppliers?

ÅItôs a requirement of  AS9100 D

ïñThe organization shall identify and manage the risks 

associated with the external provision of processes, 

products, and services, as well as the selection and 

use of external providersò

ÅProvides a basis for source selections

ÅUnderstanding of efforts to manage the risk

ïTechnical, cost, schedule, sub-tier management

ÅTotal cost and complexity of an acquisition

ïDisciplines, effort, level of skills to execute
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What is the Risk Management Process?  

1. Identify risk

Use Models to segment the supply base by 

supplier or product

2. Assess risk 

Probability and Impact

3. Choose mitigation strategy

Map risks to mitigation strategies unique to 

each situation

4. Implement controls

5. Review controls

Identify 
Risk

Assess 
Risk

Choose 
Mitigation 
Strategy

Implement 
Controls

Review 
Controls
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Potential Sources of Supplier Risk

Supplier 
Risk

Requirements

Process 
control

Sub-tier 
supplier 
control

Loss of critical 
skills

Manufacturing 
site change

Quality 
performance

Counterfeit 
parts

Schedule 

performance

Conversion of 

customer 

Requirements

Cost vs. 

Competency
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A Quick View of Risk Assessment

ÅWithin the aviation, space, and 

defense industry, risk is generally 

expressed in terms of the likelihood 

of occurrence and the severity of the 

consequences

ÅA formal risk mitigation process 

addresses risks that exceed a 

defined criteria (such as endangers 

life, mission failure, loss of 

functionality)

ÅFocuses resources on highest risk

References:

DCMA-INST 219 ñSupplier Risk Management Through Standard Contract Surveillanceò 

http://www.dcma.mil/Portals/31/Documents/Policy/DCMA-INST-219.pdf

ñRisk Management Guide for DoD Acquisition,ò (Sixth Edition, Version 1.0) 
http://www.dau.mil/publications/publicationsDocs/RMG%206Ed%20Aug06.pdf11
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Methods to Manage Risk 

ÅEarly understanding of risk potential

ÅEnsure requirements are complete, accurate, unambiguous, verifiable

ÅKick-off review performed by one or more disciplines depending on complexity

ÅUse engineering oversight

ÅUnderstand changes from baseline products

ÅManufacturing readiness reviews

Å Regular product reviews

ÅChallenge qualification by similarity

ÅPeriodic QMS evaluation

ÅCustomer source inspection / testing

ÅIncoming inspection and screening 

ÅRobust testing
12
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Segment by Product Classification

ÅWho is responsible for engineering?

ÅWhere the product is in the life cycle?

ÅMap product types within the matrix

ïQuadrant 1 ïBuild-to-print and Off-the-Shelf

ïQuadrant 2 ïBuild-to-print and Development

ïQuadrant 3 ïBuild-to-Spec and Off-the-Shelf

ïQuadrant 4 ïBuild-to-Spec and Development

ÅApply unique risk mitigation strategies

Reference: Aerospace Report No TOR-2011 (8591-18), Supplier Risk Evaluation and 

Control, June 1, 2011, TOR-2011
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Product Segmentation: 

Risk and Mitigation Strategies

Product 
Category

Primeôs 
Responsibility

Supplierôs
Responsibility

Source of Technical Risk Mitigation 
Strategies

Build-to-print 
and Off-the-
Shelf

ÅDecide appropriateness 
of product
ÅCreate a drawing from 
Supplierôs to manage 
unique requirements

ÅManufacturing processes
ÅStandard product lists
ÅRe-use of existing code

ÅLow technical/moderate quality risk
ÅChanges in designsor processes, 
materials, site
ÅUses Qual by Similarity
ÅControl of processes
ÅControl of quality

ÅPre-award 
evaluation of 
similarities of 
design and 
processes

Build-to-print 
and 
Development

ÅEngineering
ÅSoftware design (data 
flows, hierarchy 
diagrams, data 
structures, etc.)

ÅTechnology
ÅManufacturing capability
and technology
ÅGenerates code
ÅPerforms software 
qualification testing

ÅHigh technical/ high quality risk
ÅAssumptions of the supplierôs 
capabilities or process controls
ÅChanges during development
ÅStability of supplierôs technical staff

ÅCareful reviews
ÅStrong process 
controls

Build-to-spec 
and Off-the-
Shelf

ÅSpecifies requirements 
and buys suppliers 
standard product

ÅStandard product line
ÅDevelopment is complete
ÅConfiguration 
management
ÅAs-Is re-use of existing 
code

ÅLow technical/ low quality risk
ÅSupplier makes minor changes and 
qualifies by similarity
ÅSupplier changes material
ÅDifferences in application from 
intended use

ÅEngineering 
oversight by 
use of subject 
matter experts

Build-to-spec 
and 
Development

ÅSpecifiesrequirements

ÅEngineering ïreqmts to 
proof of design
ÅManufacturing capability
ÅCode to requirements

ÅHigh technical/moderate quality risk
ÅPrime must ensure supplier is applying 
mature technology (post PDR focus)
ÅSupplierôs capabilities need to 
accommodate the complexity 
ÅSupplierôs ability to transition to 
production

ÅThorough pre-
award 
evaluation

Reference: Aerospace Report No TOR-2011 (8591-18), Supplier Risk Evaluation and Control, June 1, 2011, TOR-201114
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Supplier Evaluation
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Pre-Award Evaluation

ÅIs the supplier qualified to perform their anticipated work scope prior to 

commencing source solicitation and selection or contractual 

arrangement, including teaming agreements?

ÅQualified suppliers will exhibit four key attributes:

1. Compliance to an appropriate, functioning, Quality Management System

Example: Industry standards, such as CMMI, ISO9001 and AS9100

2. Possess adequate financial health and historically demonstrates reasonable    

financial stability

3. Demonstrated capability, qualifications and technical maturity for the type of work 

under consideration

Example: Special process validation audits by National Aerospace and Defense 

Contractors Accreditation Program NADCAP

4. Adequate current and future capacity (both within the supplier and the supplierôs 

supply chain) to perform the work scope

Supplier
Evaluation

Source 
Selection

Supplier 
Performance 

Oversight

Supply 
Ratings
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Quality Management System (QMS)

ÅIndustry standards CMMI, ISO9001 and AS9100 describe QMS elements

ï Significant improvements in quality, cost reductions, process repeatability

ÅConfirm that QMS certification is not merely ñvirtualò certifications  

ÅReview the supplierôs documented procedures and implementation

ï Including specific methods for the supplierôs control of goods and services from his 

sub-tier suppliers

ï Must describe the supplierôs organizational structure and reporting lines, including 

clear delineation of responsibilities

ÅScope should include all functions involved

ïEngineering, development, systems management and integration, production, 

installation, testing, support, modification and servicing of both the hardware and 

software of the products and services being procured

ÅSpecial process validation audits  by third party entities such as National 

Aerospace and Defense Contractors Accreditation Program (NADCAP) 

Supplier
Evaluation

Source 
Selection

Supplier 
Performance 

Oversight

Supply 
Ratings
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Financial Health Assessment

ÅFinancial stability is essential to a supplierôs stable, predictable and 
dependable performance

ÅMeans to identify potential risk, key in times of economic stress

ÅVarious financial metrics to evaluate a supplierôs financial health
ïCurrent Ratio

ïQuick Ratio

ïDebt to Equity

ïReturn on Sales

ïReturn on Equity

ÅCredit Risk Monitor (CRM) service integrates several of them into an 
aggregated score

ÅDun and Bradstreet (D&B) and Equifax offer similar estimate of financial 
distress for private firms without publically-available financial data

Incorporate into new supplier qualification & periodic reviews

Supplier
Evaluation

Source 
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